**ENDAVA CCTV-RICHTLINIE (AUSZUG)**

Endava plc und alle seine Tochtergesellschaften (Endava) haben diese Close Circuit Television (CCTV)-Richtlinie (Richtlinie) als Teil der Verpflichtung von Endava festgelegt, Geschäfte in Übereinstimmung mit den höchsten ethischen Standards zu führen und alle geltenden Gesetze und Vorschriften in den Gerichtsbarkeiten, in denen sie tätig sind, einzuhalten.

Endava ist der Verantwortliche für die personenbezogenen Daten, die durch den Einsatz von Videoüberwachung (CCTV) in bestimmten Räumlichkeiten von Endava verarbeitet werden. Die fortlaufende Nutzung bestehender Videoüberwachung (CCTV) in diesen Räumlichkeiten wird regelmäßig überprüft, um sicherzustellen, dass ihre Nutzung angemessen, notwendig und verhältnismäßig bleibt und dass dieses Überwachungssystem weiterhin den Bedürfnissen entspricht, die seine Einführung begründet haben.

Diese Richtlinie gilt für alle Mitarbeiter und Subunternehmer von Endava sowie für Besucher unserer Räumlichkeiten. Wir erkennen an, dass es sich bei den per CCTV aufgezeichneten Bildern dieser Personen um personenbezogene Daten handelt, die den gesetzlichen Vorschriften unterliegen. Wir nutzen CCTV für unsere legitimen Geschäftsinteressen, einschließlich:

* um unsere Räumlichkeiten, Gebäude und Vermögenswerte vor Beschädigung, Störung, Vandalismus und Kriminalität zu schützen;
* um die Gesundheit und Sicherheit unserer Mitarbeiter, Besucher und anderer Mitglieder der Öffentlichkeit zu gewährleisten;
* zur Abschreckung von Straftaten, zur Bereitstellung notwendiger Beweise und zur Unterstützung der Strafverfolgung;
* Unterstützung bei der täglichen Verwaltung und Beilegung von Streitigkeiten, einschließlich arbeitsrechtlicher Verfahren;
* sofern verwendet, um die biometrische Erkennung der Personen zu ermöglichen, die unsere Räumlichkeiten betreten.

CCTV überwacht nur die Ein- und Ausgänge unserer Räumlichkeiten sowie bestimmte Gemeinschaftsbereiche unserer Räumlichkeiten während der Geschäftszeiten. Alle verwendeten Kameras sind fest montiert und ihre Kameras sind so fokussiert (und nicht panoramisch), dass die Sicht auf Räume minimiert wird, die für den oben genannten Überwachungszweck nicht relevant sind. CCTV-Kameras konzentrieren sich nicht auf Arbeitsplätze, private Bereiche, Schreibtische, Monitore oder Bereiche, in denen möglicherweise private personenbezogene Daten eindringen. In Bereichen, in denen Privatsphäre erwartet wird, werden keine Kameras angebracht. CCTV wird nicht zur Tonaufzeichnung verwendet.

Live-Feeds unserer CCTV-Kameras und CCTV-Bilder werden nur bei Bedarf und nur von autorisiertem Personal und auf der Grundlage der erforderlichen Kenntnisse angezeigt. Aufgezeichnete Bilder werden nur in dafür vorgesehenen und sicheren Büros und nur von autorisiertem Personal eingesehen. In der Nähe der Überwachungszone jeder Kamera werden Schilder angebracht, um Personen darauf aufmerksam zu machen, dass ihr Bild möglicherweise aufgezeichnet wird. Diese Schildern enthalten Angaben zu dem Endava-Unternehmen, das das System betreibt, zu dem Zweck (Link zu dieser Richtlinie), zur geltenden Datenschutzerklärung (https://www.endava.com/en/Privacy-Notice) und an wen man sich wenden oder bei wem man eine Beschwerde vorbringen kann (Arbeitsplatz, HR, Rechtabteilung, [Privacyenquiries@endava.com](mailto:Privacyenquiries@endava.com)).

Die von CCTV erfassten Daten werden so gespeichert, dass deren Integrität und Sicherheit gewährleistet werden. Hierzu kann auch eine Verschlüsselung gehören. Wir werden uns niemals an verdeckter Überwachung oder Überwachung jeglicher Art beteiligen. Wir können CCTV-Videomaterial in Übereinstimmung mit Industriestandards über ein Cloud-Computing-System speichern. Bei der Beauftragung von Datenverarbeitern gelten vertragliche Absicherungen zum Schutz der Datensicherheit und -integrität.

Personenbezogene CCTV-Daten werden bis zu 48 Stunden lang gespeichert und dann gelöscht. In Ausnahmefällen können solche personenbezogenen Daten bis zu 30 Tage lang aufbewahrt und anschließend gelöscht werden. Wir speichern personenbezogene CCTV-Daten nur dann länger, wenn dies von einer Behörde, einem Gerichtsverfahren oder einem Vertrag verlangt wird.

Wir können personenbezogene CCTV-Daten an andere Unternehmen der Endava-Gruppe weitergeben, wenn dies für die oben genannten legitimen Zwecke vernünftigerweise erforderlich ist. Wir können Strafverfolgungsbehörden gestatten, CCTV-Aufnahmen einzusehen oder zu entfernen, wenn dies zur Aufdeckung oder Verfolgung von Straftaten erforderlich ist. Wir werden alle Offenlegungen von CCTV-Aufnahmen protokollieren. Es werden keine Bilder von CCTV online gestellt oder an die Medien weitergegeben.

Einzelpersonen können als betroffene Personen gemäß der geltenden Datenschutzerklärung einen Antrag auf Auskunft über ihre personenbezogenen Daten stellen, zu denen auch CCTV-Bilder gehören können (Recht auf Auskunft betroffener Personen). Wir erkennen an, dass Personen das Recht haben, der Verarbeitung zu widersprechen, einschließlich der Verhinderung der Verarbeitung ihrer personenbezogenen Daten durch Videoüberwachung. Damit wir relevantes Filmmaterial finden können, müssen alle Anfragen nach Kopien der aufgezeichneten CCTV-Bilder Datum und Uhrzeit der Aufnahme, den Ort, an dem das Filmmaterial aufgenommen wurde, und, falls erforderlich, Informationen zur Identifizierung der Person enthalten. Wir werden Bilder von Dritten unkenntlich machen, wenn wir CCTV-Daten im Rahmen einer Auskunftsanfrage einer betroffenen Person offenlegen.